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Abstract of the contribution: This contribution updates Solution #5 based on LS response from SA3 in S3-160775.
Discussion
SA3 has reviewed Solution #5 and provided their response in S3-160775. The present contribution considers some of the aspects mentioned in this response, and identifies the required changes to TR 23.749.
a.	Only one contact IP address for the UE shall be used for the emergency call.
	To address this, S2-162430 proposes to add to Step 12 a check for the P-CSCF to perform in SIP INVITE
	12.	The P-CSCF verifies the following two condition: (i) whether the UserID-3 indicated in the SIP INVITE message complies with the tel-URI that was provided to the UE and (ii) whether there is a single IPv4 address or IPv6 prefix in the contact address field. If compliant, P-CSCF forwards the SIP INVITE towards the PSAP including a callback parameter (CallBackPar) in the form of TEL-URI derived from the MSISDN received in step 7. The procedure stops here.
	A corresponding impact on the P-CSCF should therfore be captured.
b.	A one-to-one relation between IMSI and IMPI for the emergency call shall be ensured.
	IMSI and IMPI (referrred to as "Private User Identity" in stage 2) have nothing to do with the UserID-3 indicated in the SIP INVITE message and the tel-URI that was provided to the UE.
	The one-to-one relation between IMSI and IMPI is not something that the P-CSCF can check, but simply a deploymement constraint.
	This should be captured as part of the evaluation of Solution 5.
Proposal
***** Start of Change # 1 *****
[bookmark: _Toc449325721]6.5.2	Impacts on existing nodes and functionality
The impacted 3GPP nodes are the following:
P-CSCF:
-	If the same P-CSCF handles emergency calls for both LBO and S8HR roaming architecture, the P-CSCF needs to be configured to know with which VPLMNs S8HR roaming agreement is used.
-	P-CSCF needs to retrieve the IMSI/IMSI-unauthenticated indicator (if available)/IMEI and the MSISDN (if available) for an inbound roamer from the PCRF.
-	For supporting Steps 9-12, P-CSCF accepts the SIP REGISTER message without authenticating the user. with the HPLMN IMS, i.e. the P-CSCF needs to support the GIBA procedure over Gm as defined in TS 24.229 [10]. 
-	The P-CSCF may include an indication whether emergency IMS sessions are supported in the 403 or 420 response.
-	The P-CSCF may verify IMSI/IMEI in SIP register against the IMSI/IMEI provided by the PCRF.
-	The P-CSCF verifies that there is a single IPv4 address or IPv6 prefix in the Contact address field of the INVITE message.
PCRF:
-	PCRF needs to provide IMSI/IMSI-unauthenticated/IMEI over Rx to the P-CSCF.
-	PCRF needs to receive the IMSI-unauthenticated indicator (if available) over Gx.
PGW:
-	For supporting Steps 9-12, PGW must prevent "source IP spoofing", as required for GIBA authentication in TS 33.203 [12].
UE:
-	To enable deterministic behaviour from UE to perform anonymous emergency call under the control of the serving network, UEs are required to interpret the indication whether anonymous IMS emergency sessions are supported in the serving network. 
-	Steps enclosed in block A in Figure 6.5.1.2-1 are possible only for UEs supporting the GIBA procedure defined in TS 24.229 [10] as part of the emergency IMS registration procedure.
HSS: 
-	The EPS user profile needs to contain exactly one MSISDN, which needs to be the same as in the IMS profile, in order to obtain the same result as current IMS Emergency sessions procedures.
[bookmark: _Toc449325722]6.5.3	Solution Evaluation
This solution applies when the user is allocated exactly one MSISDN for voice service. Other forms of Public User Identities cannot be used.
In addition, this solution can only be deployed when the HPLMN ensures a one-to-one relation between IMSI and Private User Identity for all their IMS users.
NOTE: This implies that IMS services using on other credentials than those present in the USIM/ISIM (e.g. RCS) may not be deployed when this solution is deployed.
***** End of Change # 1 *****
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